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Abstract. Orbital angular momentum (OAM), described by an azimuthal phase term expðj lθÞ, has unbound
orthogonal states with different topological charges l . Therefore, with the explosive growth of global
communication capacity, especially for short-distance optical interconnects, light-carrying OAM has proved
its great potential to improve transmission capacity and spectral efficiency in the space-division multiplexing
system due to its orthogonality, security, and compatibility with other techniques. Meanwhile, 100-m free-
space optical interconnects become an alternative solution for the “last mile” problem and provide interbuilding
communication. We experimentally demonstrate a 260-m secure optical interconnect using OAM multiplexing
and 16-ary quadrature amplitude modulation (16-QAM) signals. We study the beam wandering, power
fluctuation, channel cross talk, bit-error-rate performance, and link security. Additionally, we also investigate
the link performance for 1-to-9 multicasting at the range of 260 m. Considering that the power distribution may
be affected by atmospheric turbulence, we introduce an offline feedback process to make it flexibly
controllable.
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1 Introduction
The unabated exponential growth of global communication
traffic has fueled ever-increasing research efforts for sustainable
expansion of transmission capacity.1 To meet the need for trans-
mission capacity, multiplexing in polarization and wavelength,
known as polarization-division multiplexing and wavelength-
division multiplexing,2,3 and different multilevel modulation,
such as m-ary phase-shift keying and m-ary quadrature ampli-
tude modulation4 have been used to improve transmission
capacity and efficiency. However, with the flourishing of optical
interconnects, those mentioned techniques fail to meet the

increasing system capacity demand. As another alternative
approach for optical communication, space-division multiplex-
ing (SDM) has attracted incremental interest for its potential to
dramatically increase system capacity by a factor equal to the
number of transmitted orthogonal modes.5,6

One potential orthogonal modal basis set is the orbital angular
momentum (OAM) mode, sometimes called twisted beam,
which is featured by a helical phase front of expðilθÞ that
carries an OAM corresponding to lℏ per photon (where l is
the topological charge, θ is the azimuthal angle, and ℏ is the re-
duced Planck’s constant).7 After first demonstrated in the labs by
Allen et al.,7 OAM has given rise to many developments in optical
tweezers, optical trapping, optical manipulation, optical vortex
knots, astronomy, imaging, and quantum information transmission
and processing.8–22 Additionally, it has some inherent properties of
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OAM modes, such as orthogonality,7 security,5 and compatibility
with other multiplexing techniques,6 which provide its great po-
tential in optical communication both in optical fiber23 and free
space.6 Meanwhile, system capacity and spectral efficiency have
reached laudable 1.036-Pbit/s24 and 435-bit/s/Hz25 in free space
employing both OAM multiplexing and other techniques.
However, those mentioned works were demonstrated in labs at
the range of a few meters, which ignores the influence of
OAM modes resulting from the real atmospheric turbulence.

Over the past decades, free-space optical (FSO) communica-
tion in practical applications remained mainly confined to military
applications,26,27 intersatellite links,28 and deep-space links.29,30

However, in recent years, with the development of techniques
and the increasing demand for transmission capacity in optical
interconnects, a growing number of research institutes and
companies offer solutions and products in visible, infrared, and
ultraviolet bands,6,31,32 the market has begun to show promise.
Considering multiple increases in system capacity and spectral
efficiency by employing OAM multiplexing, it is meaningful
to exploit this dimension in FSO interconnects. Unfortunately,
there are still some challenges; for example, inhomogeneity in
the pressure and temperature or the dust in the atmosphere results
in variations of the refractive index along the transmission path,
which can degrade the performance of an optical interconnects
link, especially for OAM multiplexing communication link.
Some reports evaluated the performance of long-distance free-
space OAM transmission links and demonstrated the information
transfer.33,34 Very recently, a laudable experiment reported that
multiplexing of four collocated OAM beams achieved a 120-m
400-Gbit/s FSO communications link.35 To the best of our knowl-
edge, security FSO interconnects over hundreds of meters using
OAM multiplexing and multicasting have not yet been studied.

In this paper, we experimentally demonstrate a 260-m secure
FSO interconnect using spatial multiplexing of two OAM
beams, where each channel is modulated with a 10-Gbaud
(40-Gbit/s) 16-ary quadrature amplitude modulation (16-QAM)
data signal.36 We study the OAM link performance after 260-m
propagation, including beam wandering, received power fluc-
tuation, channel cross talk, bit error rate (BER), and link secu-
rity. The obtained results show that the average mode cross talk
is less than −20 dB when demultiplexing by a full pattern and

it degrades to ∼ − 10 dB when demultiplexing by an angular
1/4-block pattern, which indicates the 260-m security OAM
transmission link. Furthermore, 260-m power-controllable
1-to-9 multicasting interconnects are also demonstrated utilizing
an offline feedback process to redistribute power among nine
channels according to the demand. The BER performance
shows its only ∼2 dB optical signal-to-noise ratio (OSNR)
penalty compared to the back-to-back (B2B) curve at enhanced
forward error correction (EFEC) threshold of 2 × 10−3.

2 Results

2.1 Concept, Principle, and Experimental Setup

Hundreds of meters are an appropriate range for interbuilding
interconnects, which have been booming recently as an alterna-
tive solution for the “last mile” problem.37–41 Figure 1 (upper
row) illustrates the concept and principle of a 260-m secure
optical interconnect link employing two distinguished OAM
channels multiplexing between two buildings. Moreover, this
link can also be used for 1-to-N OAM multicasting. Because
all of space is full of atmospheric turbulence, the property of
OAM modes will be affected (by, for example, beam wander
and phase distortion), resulting in degradation of signal perfor-
mance. Additionally, there is another distinct advantage: that
OAM can lead to improved security to an optical interconnects
link. The eavesdropper cannot measure accurate OAM informa-
tion while wiretapping an angular of < 2π. As shown in the
upper row in Fig. 1, the eavesdropper wiretaps a part of OAM
beams and he obtains a terrible signal performance that provides
the link security. The layout of our experiment is also illustrated
in Fig. 1 (lower row). The OAM multiplexing/multicasting FSO
interconnect link is exposed to the atmospheric conditions be-
tween the corridors from WNLO-E building to WNLO-H build-
ing (WNLO, Wuhan National Laboratory for Optoelectronics).
The transmitter and the receiver are located at the front of the
gate of the WNLO-E building and the reflection mirror (M) is
located at the end of the corridors. The single-way distance is
130 m; thus, the total distance of double-pass transmission is
260 m after reflection.

The experimental setup is shown in Fig. 2. A narrow line-
width laser at 1550 nm is sent to an IQ modulator to produce

Fig. 1 Concept and principle. Upper row: concept of an interbuilding optical interconnects employ-
ing OAM multiplexing/multicasting and shows its security. Lower row: layout of a 260-m security
OAM multiplexing/multicasting FSO interconnect link between WNLO-E building and WNLO-H
building. WNLO, Wuhan National Laboratory for Optoelectronics.
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a 10-Gbaud (40-Gbit/s) 16-QAM signal (refer to Fig. S1 in the
Supplementary Material). The 16-QAM signal is split into
two copies for two OAM channels. In one copy, the signal is
delayed with a 2-km single-mode fiber (SMF) to decorrelate
the data sequence, and thus the two channels are decorrelated.
Before connecting to collimators, the two channels are sent to
an erbium-doped fiber amplifier, variable optical attenuator,
and polarization controller for proper power and polarization
control. The two spatial light modulators (SLMs) in two paths
modulate the light beams to OAM state l ¼ þ3. After a com-
bination using a beam splitter (BS-1) with the OAM state re-
versed in the reflective path (mirror image effect), two OAM
beams with opposite states are multiplexed together ðl ¼ �3Þ.
Meanwhile, an He–Ne laser at 632.8 nm produces a clear
Gaussian beam (size, 0.8 mm), which is combined with the
two OAM channels using another beam splitter (BS-2). This
red Gaussian beam is mainly used for easy system alignment.
The two OAM channels and the red beam pass through a 1:20
expander with the beam size magnified to ∼4 cm. Note that we
can produce a converged beam by sliding the lens adjustment
and adjusting the beam waist position at the reflection site in the
end of corridor (see Supplementary Material for more details).
As a result, we can receive a ∼4 cm beam in the OAM RX.

The received OAM beam size is reduced by two lenses
(f ¼ 300 and 40 mm), but still converged. At the proper posi-
tion, the OAM channel can be demodulated by loading an in-
verse fork hologram pattern on SLM-3. After a telescope system
(f ¼ 50 and 400 mm), the converged demodulated beam is
magnified and collimated and then coupled into an SMF for
coherent detection assisted by offline digital signal processing
(see Fig. S1 in the Supplementary Material).

2.2 Intensity Profiles and Beam Fluctuation after 260-m
Transmission

Figure 3 shows the intensity profiles of generated OAM beams
with a topological charge of l ¼ þ3 and l ¼ −3 (a1), (a2), their

superposition (a3), and interferograms with Gaussian beam (a4),
(a5) at the transmitter side. Correspondingly, the intensity
profiles of received OAM beams after 260-m propagation are
also displayed in Figs. 3(b1)–3(b5). In fact, we recorded the in-
tensity profiles and interferograms covering the topological
charge from l ¼ −6 to l ¼ þ6, excluding the Gaussian beam
(refer to Fig. S3 in the Supplementary Material). Meanwhile,
Figs. 3(c1)–3(c4) illustrate the demodulated beams for different
patterns loaded onto SLM-3 when transmitting l ¼ −3. It is
found that only when the demodulated pattern is inverse to
the transmit OAM state can the OAM beam be converted into
a Gaussian-like beam with a bright spot at the beam center (c4).
Such a Gaussian-like beam can be coupled into an SMF more
efficiently than other demodulated beams.

Owing to the atmospheric turbulence, it is valuable to inves-
tigate the fluctuation of demodulated position and received
power. Figures 4(a1) and 4(a2) depict the center displacement
of the received demodulation beam. It is observed that the
maximum displacement is around ∼0.45 mm for l ¼ þ3 and
∼0.5 mm for l ¼ −3 (see Supplementary Material for more
details). Figures 4(b1) and 4(b2) present the space light power
fluctuation after the beam reduction (the inverse telescope con-
sists of Lens-1 and Lens-2 at the OAM receiver site), and the
power is stable, with a slight difference for two channels due to
the atmospheric loss. The fluctuations of the received power of
the signal channel and cross talk channel after SMF are shown in
Figs. 4(c1), (c2) and 4(d1), (d2). The received power fluctua-
tions up to ∼8 dB for signal channel demultiplexed by
l ¼ þ3, ∼10 dB for the cross talk channel demultiplexed by
l ¼ þ3, ∼4 dB for signal channel demultiplexed by l ¼ −3,
and ∼6 dB for the cross talk channel demultiplexed by
l ¼ −3 are observed within a 50% probability distribution range
(see Supplementary Material for details). The cross talk between
the two channels is ∼ − 20 dB (l ¼ þ3) and ∼ − 24 dB
(l ¼ −3), which provides for the possibility of employing
OAM multiplexing and other advanced modulated techniques.
All the received data are recorded in 200 s at the interval of 1 s.

Fig. 2 Experimental setup for 260-m security OAM multiplexing/multicasting link. SLM-1, spatial
light modulation; Pol., polarizer; Col., collimator; BS, beam splitter; PC, polarization controller;
VOA, variable optical attenuator; OC, optical coupler; EDFA, erbium-doped fiber amplifier;
M, mirror; NDF, neutral density filter; Tx, transmitter; Rx, receiver. The practical picture for
site #1, site #2, and site #3 are presented in Fig. S2 in the Supplementary Material.
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2.3 BER Performance and Security for Multiplexing
Interconnects Link

Furthermore, we demonstrate a 260-m optical interconnect link
using 16-QAM carrying OAM multiplexing and also evaluate
its BER performance and security (see the first section of the
Supplementary Material for more details about BER measure-
ment). As shown in Fig. 5(a1), we demodulate the received mul-
tiplexed OAM beam with a full pattern (l ¼ þ3 and l ¼ −3) on
SLM-3. For the BER performance, there is about a 2.5 dB pen-
alty between the B2B curve and the two multiplexing curves at
an EFEC threshold of 2 × 10−3. The constellation diagram is
also inserted in Fig. 5(a1), representing the system performance.
Figures 5(a2) and 5(a3) illustrate the BER fluctuation with

l ¼ þ3 and l ¼ −3 on SLM-3, respectively, at the OSNR of
∼18 dB within 25 min at an interval of 1 min. We believe that
atmospheric turbulence and building sway are two major reasons
leading to this phenomenon. Figures 5(a2) and 5(a3) display the
results of BER variations over time when the system operates
near the EFEC threshold. It can be observed that at certain mo-
ments, the BER exceeds the EFEC threshold. This is attributed
to the fact that beam wandering can easily cause the receiver’s
OSNR to drop below 18 dB, resulting in a BER higher than the
EFEC threshold and a degradation in communication quality.
However, in practical applications of communication systems,
it is typically avoided to operate the communication link near
the FEC threshold. Instead, the common practice is to increase
the optical power at the transmitter to elevate the receiver’s

Fig. 3 Generated OAM beams for (a1) l ¼ −3; (a2) l ¼ þ3; (a3) superposition of l ¼ �3 and
interferograms for (a4) l ¼ −3; and (a5) l ¼ þ3 at Tx. Received OAM beams for (b1) l ¼ −3;
(b2) l ¼ þ3; (b3) superposition of l ¼ �3 and interferograms for (b4) l ¼ −3; and (b5) l ¼ þ3
at Rx. (c1)–(c4) Demodulated beams for different loading patterns (l ¼ −3; l ¼ −1; l ¼ þ1, and
l ¼ þ3) when transmitting l ¼ −3. Tx, transmitter and Rx, receiver.

Fig. 4 Statistic results of fluctuations after 260-m OAM multiplexing transmission (recorded in
200 s at the interval of 1 s). (a1), (a2) Center displacement of the received demodulation beam
(l ¼ þ3; l ¼ −3); (b1), (b2) space light-power fluctuation after the beam reduction (l ¼ þ3 and
l ¼ −3); (c1), (c2) received power of signal channel after SMF; and (d1), (d2) received power
of cross talk channel after SMF.
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OSNR, provide a certain level of redundancy, and stay well clear
of the FEC threshold. In the optical communication system we
have proposed, as long as the receiver’s OSNR exceeds 18 dB,
the BER remains below the EFEC threshold. Consequently, in
practical applications, error occurrences are minimized.

Moreover, we prove the link security in our 260-m OAM
multiplexing optical interconnects. For eavesdroppers, there are
only two ways to obtain the transmitted information. The first
method is to attempt to recover information from the light scat-
tered by the atmosphere. However, OAM beams suffer severe

Fig. 5 BER performance for multiplexing. (a1) Measured BER performance for 260-m 10-Gbaud
16-QAM OAM multiplexing FSO interconnect link. (a2), (a3) BER fluctuation with l ¼ þ3 and
l ¼ −3 on SLM-3, respectively, at the OSNR of ∼18 dB. (b1) Measured BER performance for
260-m security OAM multiplexing FSO interconnect link. (b2), (b3) Average received power dis-
tribution according to various angular block parts. (c1) Simulated OAM order spectra of OAM
beams with l ¼ þ3 wiretapped by the eavesdropper with angular block. Insets are intensity profiles
wiretapped by the eavesdropper. (c2) Simulated OAM order spectra of multiplexed OAM beams
with l ¼ þ3 and l ¼ −3 wiretapped by the eavesdropper with angular block. (c3) Simulated nor-
malized power of OAM beam with l ¼ þ3 and cross talk between OAM beam with l ¼ þ3 and
l ¼ −3 wiretapped by the eavesdropper with angular block. (d1) Simulated OAM order spectra
of OAM beams with l ¼ þ3 wiretapped by the eavesdropper in a general scenario. Insets are
intensity profiles wiretapped by the eavesdropper. r e , eavesdropper’s aperture radius and r b ,
OAM beam radius of l ¼ þ3 transmitted over 260 m. (d2) Simulated OAM order spectra of
multiplexed OAM beams with l ¼ þ3 and l ¼ −3 wiretapped by the eavesdropper in a general
scenario. (d3) Simulated normalized power of OAM beam with l ¼ þ3 and cross talk between
OAM beam with l ¼ þ3 and l ¼ −3 wiretapped by the eavesdropper in a general scenario.

Zhao et al.: Secure optical interconnects using orbital angular momentum beams multiplexing/multicasting

Advanced Photonics Nexus 016004-5 Jan∕Feb 2024 • Vol. 3(1)



phase distortion when scattered by the atmosphere, making
demodulating OAM modes nearly impossible. The second
method is for eavesdroppers to wiretap partial optical fields
along the path of the optical beam, which is the main focus
of this paper. This paper primarily discusses the security char-
acteristics of a communication system in an extreme scenario,
where the eavesdropper has already determined the topological
charge of the OAM mode and the wiretapped optical field
exhibits ideal angular distribution characteristics. As shown
in Fig. 5(b1), we, respectively, load the 1/16-block, 1/8-block,
and 1/4-block pattern onto SLM-3 and present their BER per-
formance demultiplexed by l ¼ þ3 and l ¼ −3. The patterns
used here serve the dual purpose of enabling the eavesdropper to
wiretap a portion of the optical field and to demodulate the
OAM modes for the sake of simplifying the experimental setup.
The portion of the patterns with the fork holograms corresponds
to what the eavesdropper captures. When the eavesdropper wire-
taps a majority of the OAM beams with 1/16-block, the BER
curves can be still below the EFEC limit of 2 × 10−3 but with
significantly increased OSNR penalty (∼4.5 dB) compared to
the case with a full pattern. Such a phenomenon can be ascribed
to the increased OAM channel cross talk when blocking a part of
OAM beams, which enhances the security of the OAM multi-
plexing transmission link. As the blocked part of OAM beams
increases, the BER curves degrade rapidly. The OSNR penalty
increases to ∼7 dB when loading a 1/8-block demodulated
pattern. When 1/4 part of OAM beams is blocked (1/4-block
pattern), the BER performance of the optical interconnect link
cannot be below the EFEC limit, i.e., the eavesdropper loses
much correct data information. The insert constellation diagram
can also explain the degraded tendency. As a consequence, the
eavesdropper wiretapping a part of OAM beams fails to get cor-
rect data information. The more OAM beams are blocked, the
more errors are received by the eavesdropper. Only complete
reception of OAM beams corresponds to the best BER perfor-
mance. From another perspective, the obtained results shown in
Figs. 5(b2) and 5(b3) also indicate a successful demonstration of
260-m security FSO interconnect link using 16-QAM carrying
OAM multiplexing. As the blocked part increase from 0 to 1/4-
block for both demodulated patterns (l ¼ þ3 and l ¼ −3), the
received power decreases for the signal channel and increases
for the cross talk channel so that the interchannel cross talk in-
creases rapidly (from less than −20 dB to more than −10 dB).
The larger the interchannel cross talk is, the more terrible BER
performance shows.

To further analyze the mode distribution characteristics of
the optical beams wiretapped by eavesdroppers, we simulated
the OAM order spectra of the multiplexed OAM beams after
a 260-m free-space transmission with different block patterns,
as shown in Figs. 5(c1) and 5(c2). Figures 5(c1) and 5(c2),
respectively, depict the OAM order spectra obtained by eaves-
droppers for an individual OAM beam (l ¼ þ3) and two OAM
multiplexed beams (l ¼ þ3 and l ¼ −3) corresponding to
different angular block patterns. It can be observed that as
the area of the beams wiretapped by eavesdroppers decreases
from 31/32 (1/32-block) to 1/32 (31/32-block), the desired
OAM orders and the power difference between adjacent orders
gradually decrease. To assess the security of the communication
system, we here use the power of the desired channel and the
cross talk between the multiplexed channels in the eavesdropped
optical field as evaluation metrics. This is because once the
eavesdropper’s access to the power of the required channel is

reduced, the spontaneous radiation noise introduced by the op-
tical amplifier in the receiving system will lower the OSNR of
the signal, thus decreasing the accuracy of the eavesdropper in
obtaining the original information. On the other hand, an in-
crease in the cross talk between the multiplexed channels will
enhance the interference experienced by the eavesdropper when
he is trying to obtain other signals within the required channel.
This can severely affect the accuracy of the eavesdropper in
obtaining the original information. Therefore, in a communica-
tion system, if the power of the required channel in the portion
of the optical field energy obtained by the eavesdropper is low
and the cross talk between the multiplexed channels is high, this
indicates that the communication system has a higher level of
security. Conversely, it is considered insecure. We then simulate
the normalized power of the required OAM beam with l ¼ þ3
and the cross talk between OAM beams with l ¼ þ3 and
l ¼ −3 when the eavesdropper wiretaps on different beam sizes,
as shown in Fig. 5(c3). One can indicate that as the area of
the beams wiretapped by eavesdroppers decreases from 63/64
(1/64-block) to 1/64 (63/64-block), the normalized power of
the desired OAM beam with l ¼ þ3 decreases from −0.19 to
−35.92 dB. At the same time, the cross talk between OAM
beams with l ¼ þ3 and l ¼ −3 increases from −35.84 to
−0.11 dB. To further evaluate the security of the communica-
tion system, we analyze the eavesdropper in a general scenario,
as shown in Figs. 5(d1)–5(d3). In this scenario, we assume that
the eavesdropper has a finite circular aperture and wiretaps at
different positions across the beam cross section. Figures 5(d1)
and 5(d2), respectively, show the OAM order spectra obtained
by eavesdroppers for individual OAM beams (l ¼ þ3) and
two OAM multiplexed beams (l ¼ þ3 and l ¼ −3) at different
aperture offsets, where the aperture radius of eavesdropper re is
equal to that of an OAM beam with l ¼ þ3 rb. It can be seen
that as the eavesdropper’s aperture offset increases from 0.5rb to
2rb, the power of the required OAM beam with l ¼ þ3 and
l ¼ −3 rapidly decreases, and the power difference between
adjacent channels sharply decreases. Figure 5(d3) shows the si-
mulated normalized power of an OAM beam with l ¼ þ3 and
cross talk between OAM beams with l ¼ þ3 and l ¼ −3 as
functions of the eavesdropper’s aperture offset. It can be ob-
served that as the eavesdropper’s aperture radius decreases from
1.5rb to 0.5rb, the eavesdropper’s aperture offset increases
from 0 to 2rb, the power of the OAM beam of the required
channel rapidly decreases, and the cross talk values between
two multiplexed channels increase sharply. From the results
above, we can see that whether the eavesdropper is co-axial with
the OAM beam or situated in a general off-axis scenario, once
the eavesdropper only obtains a small part of the light field
distribution, the power of the required channel and the cross
talk values between different multiplexed channels make it
difficult for the eavesdropper to recover the original informa-
tion, thus confirming the high security of the communication
system.

In practical optical communications, it is challenging for
eavesdroppers to obtain most of the optical fields demonstrated
in the experiment. This is because wiretapping too much optical
field energy would result in significantly reduced energy at the
receiver’s end of the original communication system, leading to
a deterioration in communication quality and raising the receiv-
er’s awareness. Furthermore, it is difficult for eavesdroppers to
guarantee that the wiretapped optical field has the ideal angular
distribution characteristics demonstrated in the experiment,
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which increases the difficulty of demodulating OAM modes
and the cross talk between different channels. Considering that
eavesdroppers also need to account for the trial-and-error diffi-
culty of attempting different mode numbers when demodulating
OAM modes, it becomes challenging for eavesdroppers to ob-
tain the desired information in an FSO communication system
based on OAM mode multiplexing. Therefore, the experiment
results validate the possibility of eavesdroppers obtaining com-
munication link information in an extreme ideal scenario, con-
firming the high security of the FSO communication system
based on OAM mode multiplexing.

2.4 260-m Power-Controllable 1-to-9 Multicasting
Interconnects Link

When it comes to the situation of one-to-many or many-to-many
data distribution in some remote areas, war zones, and tempo-
rary stations, hundreds of meters of multicasting in FSO
interconnects is always the best option. Here we also demon-
strate a 260-m power-controllable 1-to-9 multicasting intercon-
nect link.

Considering different influences for different OAM orders
resulting from atmospheric turbulence and other reasons, such
as slight displacement at the receiver side, the power loss of dif-
ferent topological charges is quite different, and the relationship
is nonlinear. In fact, we ignore the exact relationship among the
OAM orders and various possible reasons but just care about
the output power and input power like a black box. So we
establish an offline feedback process between the output and
input and change the complex power-controllable multicasting
pattern42,43 on the transmitter side continually to achieve the
desired power target (refer to Fig. S4 in the Supplementary
Material). When we transmit 1-to-9 multicasting at the same
power designed on the pattern, the nine channels (l ¼ 0;�1;
�2;�3;�4) produce different power losses resulting from
real-time atmospheric turbulence and other reasons, as shown
in Fig. 6(a1). The power distinction between the largest multi-
casting channel and the least one is about 9 dB, while it is about
6 dB between the least power multicasting channel and the un-
desired channel. For examining the power-controllable offline
feedback process, we demonstrate how to correct each channel
to achieve nearly the same power distribution. In Fig. 6(a2), the
interchannel power distinction reduces to about 2.4 dB, and it
remains about 6 dB between the least power multicasting chan-
nel and the undesired channel. The intensity profiles of 1-to-9
OAM multicasting before and after such offline feedback pro-
cess are presented in Fig. S5 in the Supplementary Material. In
many practical scenarios, the different users (different channels)
may require different powers according the distance or other
reasons. The power-controllable offline feedback process we
demonstrated can not only correct the power distribution
affected by atmospheric turbulence but also provide flexible
control of the power distribution in practical applications. We
also investigate the BER performance [Fig. 6(b)] for power-
controllable 1-to-9 multicasting interconnects link as the power
distribution shown in Fig. 6(a2). All the nine BER curves
(including Gaussian) almost huddle together, and the average
OSNR penalty is about 2 dB at the EFEC limit of 2 × 10−3.

For OAM beam multicasting interconnects, we also need to
analyze their security. In OAM beam multicasting systems,
since each multicasting channel carries the same information,
there is no cross-talk-induced interference between different

multicasting channels. The eavesdropper only needs to detect
the multicasting channels carrying the information. In this case,
we use the average power of the multicasting channels obtained
by the eavesdropper as the evaluation metric. The lower the
average power of the multicasting channels obtained by the
eavesdropper, the more susceptible the signal is to noise inter-
ference, making it easier to reduce the accuracy of the eaves-
dropper’s retrieval of the original information, indicating higher
security for the multicasting interconnect system. Figure 6(c1)
depicts the simulated OAM order spectra obtained by eaves-
droppers for nine multicasting channels (l ¼ 0;�1;�2;�3;�4)
corresponding to different angular block patterns. It can be seen
that as the area of the beams wiretapped by eavesdroppers
decreases from 31/32 (1/32-block) to 1/32 (31/32-block), the
power of the desired multicasting channels gradually decreases.
We then simulate the average power of the multicasting chan-
nels when the eavesdropper wiretaps on different beam sizes,
as shown in Fig. 6(c2). One can indicate that as the area of
the beams wiretapped by eavesdroppers decreases from 63/64
(1/64-block) to 1/64 (63/64-block), the average power of the
multicasting channels decreases from −14.66 to −38.44 dB.
We then evaluate the security of the multicasting interconnect
system in a general scenario as shown in Figs. 6(d1) and 6(d2),
where the aperture radius of eavesdropper re is equal to that
of the OAM beam with l ¼ þ4 rb. Figure 6(d1) shows the
OAM order spectra obtained by eavesdroppers for nine multi-
casting channels at different aperture offsets. Figure 6(d2) dis-
plays the simulated average power of nine multicasting channels
as functions of the eavesdropper’s aperture offset. One can in-
dicate that as the eavesdropper’s aperture radius decreases from
1.5rb to 0.5rb, and the eavesdropper’s aperture offset increases
from 0 to 2rb, the average power of nine multicasting channels
rapidly decreases. This result indicates that once the eavesdrop-
per obtains only a portion of the optical field distribution, the
average power of nine multicasting channels acquired by the
eavesdropper decreases, making it difficult for the eavesdropper
to accurately recover the original information, validating the
security of the multicasting system.

3 Conclusion and Discussion
We demonstrate a 260-m secure optical interconnect link em-
ploying 10-Gbaud (40-Gbit/s) 16-QAM carrying OAM multi-
plexing; a power-controllable 1-to-9 multicasting link is also
investigated. First, we study the beam wandering, received
power fluctuation, and channel cross talk after 260-m propaga-
tion. It is obvious that the beam displacement and power fluc-
tuation after beam reduction remains stable even with 260-m
atmospheric turbulence. For multiplexing, the average interchan-
nel cross talk is less than −20 dB for l ¼ þ3 andl ¼ −3.
Meanwhile, for multicasting, the average cross talk for the de-
sired channel and the undesired channel is less than −6 dB.
Furthermore, we study the BER performance and link security.
The results show that our 260-m optical interconnect link works
well for both security OAMmultiplexing and power-controllable
1-to-9 multicasting. The eavesdropper cannot recover the correct
data information when he wiretaps just a part of OAM beams.
The more OAM beams are blocked, the more errors are received
by the eavesdropper. Only complete reception of OAM beams
corresponds to the best BER performance. As for multicasting
application, an offline feedback process works for improving
the link property and also maintaining flexible control of the
power distribution for practical applications.
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For some practical applications, such as interbuilding inter-
connects, such a few hundred FSO link plays an important role
and has attracted more and more interest. What is more, by
introducing OAM as an orthogonal SDM modal basis set,
the system capacity and spectral efficiency have dramatically
increased, which will provide an alternative option for solving

the capacity crunch brought by the booming of optical intercon-
nects. Security is another advantage of employing OAM multi-
plexing; it is hard to wiretap information from an invisible
channel in free space. Additionally, multicasting is a critical
technique for some one-to-many or many-to-many applications.
Considering the distinguishing power loss between different

Fig. 6 BER performance for multicasting. (a1), (a2) Multicasting power of pattern-designed and
experiment before and after offline feedback process respectively. (b) Measured BER perfor-
mance for 260-m power-controllable 1-to-9 multicasting interconnects link. (c1) Simulated OAM
order spectra of multicasting OAM beams wiretapped by the eavesdropper with angular block.
Insets are intensity profiles wiretapped by the eavesdropper. (c2) Simulated average power of
multicasting channels wiretapped by the eavesdropper with angular block. (d1) Simulated OAM
order spectra of multicasting OAM beams wiretapped by the eavesdropper in a general scenario.
Insets are intensity profiles wiretapped by the eavesdropper. r e : eavesdropper’s aperture radius.
r b : OAM beam radius of l ¼ þ4 transmitted over 260 m. (d2) Simulated average power of multi-
casting channels wiretapped by the eavesdropper in a general scenario.
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multicasting channels, it is necessary to introduce a feedback
process to correct or even control the power distribution. The
power-controllable multicasting phase pattern we designed
can not only flexibly control the power distribution but also
simultaneously generate multiple OAM modes in a single
phase-only SLM. Although the offline feedback process we
adopted does not change in real time because of atmospheric
turbulence, for weak turbulence it can still handle the problem
with good consequences.

4 Appendix: Supplementary Information
The Supplementary Material containing Secs. S1–S8 and
Figs. S1–S8 is available at https://doi.org/10.1117/
1.APN.3.1.016004.s01. In addition to the Supplementary
Material, the following supplementary video is included:

Video 1. Beam displacement after beam reduction of l ¼ −3,
MP4, 4.65 MB [URL: https://doi.org/10.1117/1.APN.3.1
.016004.s1]).
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