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Quantum conference (QC) is a cryptographic task in secure communications that involves more than two users
wishing to establish identical secret keys among N users. The Greenberger–Horne–Zeilinger (GHZ) entangled
state is the basic resource for quantum cryptographic communication due to the existence of multipartite quan-
tum correlations. An unconditional and efficient quantum network can be established with a continuous variable
(CV) GHZ entangled state because of its deterministic entanglement. Here, we report an implementation of QC
scheme using a CV multipartite GHZ entangled state. The submodes of a quadripartite GHZ entangled state are
distributed to four spatially separated users. The proposed QC scheme is proved to be secure even when the
entanglement is distributed through lossy quantum channels and the collective Gaussian attacks are in the
all lossy channels. The presented QC scheme has the capability to be directly extended to a larger scale quantum
network by using entangled states with more submodes. © 2023 Chinese Laser Press

https://doi.org/10.1364/PRJ.481168

1. INTRODUCTION

In order to meet the requirements of multiple users for secure
communication services at the same time, quantum communi-
cation is gradually moving toward the direction of a network. A
large-scale quantum communication network is used for dis-
tributing entangled qubits in a multipartite communication
scheme for further quantum communication and quantum in-
formation processing tasks. The development of a quantum
conference (QC) network tends to use heterogeneous networks
capable of simultaneous data transmission between nodes con-
nected via different types of channels, such as free space and
fibers. The free-space channel loss consists of atmospheric ab-
sorption, Rayleigh scattering, and geometric loss [1]. The noise
in fibers includes guided acoustic wave Brillouin scattering,
Rayleigh scattering, and Raman scattering [2,3]. The existing
quantum communication scheme uses a single optical medium
and needs a trusted node to achieve a corresponding task in
which messages at the source node can be transmitted to
the user node with the help of a quantum link. The point-
to-point quantum communication is established by using
several bipartite quantum key distribution (QKD) links.
Most implementations and protocols of QKD are limited to
two communicating parties; thus the practical applicability is
curtailed. The difficulty of scaling the standard two-user QKD

protocols to multiple users has limited the large-scale adoption
of quantum communication [4]. In contrast, the QC network
is characterized for distributing multiple qubits or entangled
states to N target users connected via quantum channels di-
rectly [5]. Entanglement represents a unique resource in the
QC scheme, which provides certifiable security for information
transmission and allows the users to broadcast secure messages
in a network. The QC enables multipartite users to simultane-
ously entangle multiple nodes in an arbitrary network [6],
which opens up new avenues for reliable and high-performance
multipartite communications. The ultimate goal of QC proto-
cols is to enable widespread connectivity; thus a quantum net-
work must be scalable [4]. The feasibility and construction of a
QC can be fully researched theoretically [7]. In a practical
scheme, the basis of QC is to introduce multipartite entangle-
ment sources rather than establishing high-quality pairwise en-
tanglements among the users, which would necessarily
complicate the overall network setup. A QC with a genuine
multipartite entangled state may offer advantages over the bi-
partite case, which allows secure interactions between arbitrary
participating users [8], saves the quantum resources [9], and
performs fewer rounds of error correction as well as privacy am-
plification steps [10,11]. By performing QC with multipartite
entangled states, the higher key rate and longer transmission
distance can be obtained for which the QC protocol can fully
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utilize and benefit from the quantum network, while the bipar-
tite protocol cannot [11–14]. It is more adaptable to high-loss
scenarios and possesses higher security against attacks than the
bipartite protocol [15]. In addition, the scale of the QC scheme
can be arbitrarily expanded by using multipartite entangled
state resources, which paves the way toward a large-scale quan-
tum network.

Almost all general quantum information tasks can be per-
formed easily based on a near-future quantum network
[16–21]. The main built-in feature of quantum information
processing’s applications is to provide additional security and
privacy for communication [16]. Numerous applications of
quantum communication have been performed since the emer-
gence of quantum communication, such as QKD [3,22–26],
quantum secure direct communication [27–30], quantum tele-
portation [2,31–36], quantum secret sharing [37–40], quan-
tum random number generators [41,42], and QC [43,44].
It has been proved that the exploitation of CV entangled states
of light is beneficial for various kinds of quantum information
processing and communication. Cryptographic applications
based on multipartite entanglement provide common informa-
tion for multiusers [45]. There are many different types of CV
entanglement systems that have been studied over the past years
[46–48]. The CV multipartite entanglement can be generated
with the relatively simple experimental schemes [49]. With the
diversification of CV entangled states, more complicated quan-
tum communication networks arise. The QC network is the
task of extending QKD to the multipartite scenario [43,44].
Recently, two experimental schemes of QC were performed
[50]. (1) All users prepare a bipartite entangled state, respec-
tively. They hold one mode and send the other mode to a com-
munal detection part. (2) All users share a genuine multipartite
entangled state at once. It was proved that the multipartite case
offers advantages over the bipartite case [8,11,51–53].

In a QC network, generating secret keys is of tremendous
importance for users that want to keep their shared key secret.
We present a general QC protocol under realistic multiple-user
scenarios. As the existence of genuine multipartite quantum
correlations can bring some advantages to multipartite tasks
[7], using CV multipartite entanglement can implement the
QC protocols with better performance. The protocol is based
on the shared multipartite entangled state, which is a more ef-
ficient resource compared to the bipartite entangled resource. It
is in fact feasible to establish the necessary entanglement be-
tween multiple legal participants, using an entangled state
shared by users through the quantum network. Our QC pro-
tocol can establish a secret key among the multiple participants.
There are N participants named as Bobj �j � 1, 2,…,N �, and
the N participants constitute the entire communication net-
work, which are notified through the QC protocol where
the multipartite entangled state is shared between the N par-
ties, as shown in Fig. 1. On this basis, the multipartite CV QC
with entanglement source is proposed for providing secure key
generation of legitimate users against collective Gaussian at-
tacks on the quantum links. We analyze the most realistic secu-
rity of QC against the collective Gaussian attacks. The attack
involving the lossy channels is the most general eavesdropping
strategy [54,55] for such a quantum network. In quantum

channels, the four submodes from the source interact with
an ensemble of ancillary thermal states. The optimal collective
attack reduces to a Gaussian attack that is completely charac-
terized by the covariance matrix (CM) of the quadratures ob-
served by the users [56].

2. PRINCIPLE AND EXPERIMENTAL SETUP

The basic quantum resource used in the experiment is the
Greenberger–Horne–Zeilinger (GHZ) entangled state of light.
The CV quadripartite GHZ state is generated by using two
identical nondegenerate optical parametric amplifiers
(NOPAs). The entangled modes transmitted through the lossy
channels are received and measured by the legitimate users
Bob1−4. With the homodyne detections of the Bobs’ received
modes and the postprocessing procedures, the participants
share secret keys among themselves based on the quantum cor-
relations. Experiment results show that our scheme can estab-
lish a secure conference.

In the experiment, we present the QC protocol among four
legitimate users Bob1,2,3,4, who own optical mode b̂1,2,3,4, re-
spectively. The quantum server prepares a quadripartite
GHZ entangled state; then the entangled modes travel through
lossy channels toward the legitimate users Bob1,2,3,4, respec-
tively. These users perform homodyne detections on the quad-
rature amplitude (x̂) and quadrature phase (p̂) measurement of
the received modes, respectively. The quadrature amplitudes x̂ai
and phase p̂ai of the four squeezed modes âi �i � 1, 2, 3, 4� are
expressed by x̂a1�4� � er x̂�0�1�4�, p̂a1�4� � e−r p̂�0�1�4�, x̂a2�3� � e−r x̂�0�2�3�,

and p̂a2�3� � er p̂�0�2�3�. Here, r is the squeezing parameter, and x̂�0�i

Fig. 1. Visualization of QC protocol. A quantum server distributes
the entangled state to all legitimate participants. They establish a
common key based on multipartite quantum correlations. The N par-
ticipants are notified through the QC protocol, where N participants
are named as Bobj �j � 1, 2,…,N �.
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and p̂�0�i denote the quadrature amplitudes and phases of the
initial injected signal fields into NOPA. It has been theoreti-
cally demonstrated in Ref. [49] that the four submodes b̂i are in
the GHZ state if the interfering modes â2 and â3 with the phase
difference of π∕2, and the phase differences of â1 and â5, â4 and
â6 are both controlled at 0, as shown in Fig. 2. Using the GHZ
entangled state, the four submodes are expressed by
b̂1 � − 1ffiffi

2
p â1 � 1

2 â3 � 1
2 iâ2, b̂2 � 1ffiffi

2
p â1 � 1

2 â3 � 1
2 iâ2, b̂3 �

1ffiffi
2

p â4 � 1
2 â3 −

1
2 iâ2, and b̂4 � − 1ffiffi

2
p â4 � 1

2 â3 −
1
2 iâ2. Here,

the quantum state submodes b̂j �j � 1, 2, 3, 4� can be ex-
pressed in terms of the electromagnetic field annihilation op-
erator â � �x̂ � ip̂�∕2, where quadrature amplitude (x̂) and
quadrature phase (p̂) with the canonical commutation relation
�x̂, p̂� � 2i. Owing to the quadripartite CV GHZ entangled
state, the conference secret can be shared among all users.
Eve controls the lossy channels from the source to all legitimate
users with a beam splitter �BS3�. The lossy channel is charac-
terized by the transmission efficiency η. In order to perform the
collective Gaussian attacks, Eve prepares and injects thermal
states ρE into the channel, which are interfered by four BSs
with the submodes of the GHZ entangled state; the output
modes of all BS3 are, respectively, received by Bob1,2,3,4.
Users perform homodyne detections on the x̂(p̂)-quadratures
and the cross correlations of the received modes. The elements
of the output modes’ CM can be calculated by the variances of
the quadratures and cross correlations,

COV�Ô1, Ô2� �
1

2
�Δ2�Ô1 � Ô2� − Δ2Ô1 − Δ2Ô2�: (1)

The generated GHZ entangled state ρB is sent to the Bobs
via the unsafe channels. Eve combines submodes of GHZ en-
tanglement ρB and the ancillary state ρE in the lossy channels.
The variance of Eve’s ancillary modes of state ρE is ω. The
transmittance η of the lossy channels is the same. In the lossy
channel, the entangled submodes and thermal states are
coupled via BS3. In this case, the output modes are
b̂ 0j � ffiffiffi

η
p

b̂j −
ffiffiffiffiffiffiffiffiffiffi
1 − η

p
ν̂j, where ν̂j represents the thermal noise

in the quantum channel. Combining Eq. (1), the CM of the
Bobs’ received modes ρBjE can be calculated as follows:

V B �

0
BB@

Λ Γ Γ Γ
Γ Λ Γ Γ
Γ Γ Λ Γ
Γ Γ Γ Λ

1
CCA: (2)

The resulting state ρBjE is symmetric under permutation of
the Bobs’ modes, and the correlations between any pair of
modes should be the same. It is easy to write the CM of ith
and jth Bobs’ modes as

V BiBj
�
�Λ Γ
Γ Λ

�
,

Λ �

0
BBBBB@

1
4 �e−2r � 3e2r�2r 0 �η

� �1 − η�ω 0

0 1
4 �3e−2r � e2r�2r 0 �η

� �1 − η�ω

1
CCCCCA,

Γ �
 

1
4 �e−2r − e2r�2r 0 �η 0

0 1
4 �−e−2r � e2r�2r 0 �η

!
: (3)

Fig. 2. Schematic of the experimental setup. NOPA1,2, nondegenerate optical parametric amplifier; PM, phase modulator; AM, amplitude modu-
lator; HWP1,2, half-wave plate; PBS1,2, polarizing optical beam splitter; DBS, dichroic beam splitter; BS1, 90/10 optical beam splitter; BS2, 50/50
optical beam splitter; BS3, 80/20 (90/10) optical beam splitter; HR, mirror with high reflection; BHD1−4, balanced homodyne detector. �â1, â4� and
�â2, â3� are phase-quadrature and amplitude-quadrature squeezed states, respectively. b̂1, b̂2, b̂3, and b̂4 combine a quadripartite GHZ state.
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Figure 2 shows the schematic of the experimental setup. A
dual-wavelength laser at 540 and 1080 nm is used for the pump
fields and the injected signals of the two NOPAs, respectively.
The two NOPAs are constructed in an identical configuration,
which consists of a half-monolithic optical cavity and an α-cut
nonlinear KTiOPO4 (KTP) crystal. The 540 nm laser is em-
ployed to pump the nonlinear resonator. Both NOPAs operate
below threshold to generate four quadrature squeezed states
through the intracavity frequency downconversion process
[57]. To generate a CV quadripartite GHZ state, we first pre-
pare two amplitude-quadrature squeezed states and two phase-
quadrature squeezed states. Then, by locking the relative phases
of these optical submodes under certain phase relations, the
resultant modes form the quadripartite GHZ state [49]. The
output optical fields are distributed to legitimate users
Bob1,2,3,4 through lossy channels. For measuring the fluc-
tuation variances of the amplitude or phase quadratures of
the corresponding mode b̂ 0j , the user’s modes are detected by
the four sets of the balanced homodyne detectors (BHDs)
in which all needed local oscillators (LOs) at 1080 nm are de-
riving from the laser. When the relative phase between the sig-
nal beam and the corresponding LO in the BHD is locking at 0
or π∕2, the measured photocurrent variances of the respective
modes are combined by positive (�) or negative (−) power
combiners, according to the different correlation variances,
which are measured and recorded by a spectrum analyzer (SA).

The QC relies on the quantum correlations of the CV
multipartite GHZ entangled state. In order to simplify the ex-
perimental preparation of the GHZ state, the four quadrature
squeezed states need same squeezing parameter r and anti-
squeezing parameter r � r 0, where r 0 is the extra noise factor.
The parameters r and r � r 0 depend on the strength of the
parametric deamplification and the intracavity losses in
NOPA, respectively [49,57], so two NOPAs need to be con-
structed in identical configuration. The experimentally mea-
sured squeezing degrees and anti-squeezing degrees of the
output fields from NOPA1 and NOPA2 equal 4.2 dB below
the shot noise limit (SNL) and 9.2 dB above the SNL (the cor-
responding squeezing parameter r and the extra noise factor r 0

equal 0.46 and 0.58, respectively).

3. RESULTS

We consider the Gaussian attacks on the QC with the quadri-
partite GHZ state and give the simulation results of our secu-
rity analysis. The ith Bob performs homodyne detection on the
x̂ (or p̂)-quadrature of his mode b̂ 0i . Thus, the mode b̂ 0j of the jth
Bob is mapped into a Gaussian state with CM V BiBj

that can be
calculated [58–61]. Then the mutual information I�Bi∶Bj� be-
tween the two Bobs can be estimated. Similarly, we can calcu-
late the Holevo boundH �E :Bi� between eavesdropper Eve and
the ith Bob when Eve performs a collective Gaussian attack
[56,62,63] in lossy channels. Different conditions of transmis-
sion efficiency of the quantum channel and thermal noises are
taken into account. For a given value of thermal noise variance
ω, Eve’s CM is determined by the parameters η, r, and r 0. In
order to simplify the analysis and design, we consider a sym-
metric configuration of the QC scheme in which all lossy chan-
nels have the same transmission efficiency η. In the following

simulation, we show the relationship between the secret key
rate k in the QC and the transmission loss 1 − η when
r � 0.46, r 0 � 0.58 in Fig. 3, where the variances of thermal
states are taken as 1.5, 3.5, and 5.5, respectively. Three cases of
different thermal noises are analyzed. Regarding the key rate k
of the QC, it was shown that, even though the QC protocol can
tolerate higher noise, the QC protocol shows better perfor-
mance for the low-noise case.

Figure 4 presents the theoretical results of the QC key rate k
as functions of the transmission loss of the lossy channels for
different squeezing factor r and the extra noise factor r 0, where
r 0 equals r. We choose three kinds of status to analyze the re-
lationship between the k and r; the red, green, and blue traces
correspond to squeezing factors r � 0.46, 0.92, and 1.38 in
Fig. 4. The key rate can be improved and QC presents the
stronger resistance to the loss of the lossy channels with the
increasing squeezing parameter r. To attain a high secret key
rate, the high-quality CV GHZ entanglement is necessary.

In the experiment, the achievable QC key rate is limited by
the squeezing factor r and extra noise factor r 0 of the GHZ
entangled state. In order to demonstrate the QC key rate
as a function of the transmission loss of lossy channels, two

Fig. 3. Calculated key rate k of the CV QC system versus the trans-
mission loss when the thermal noise variances are taken as ω � 1.5
(red line), ω � 3.5 (cyan line), and ω � 5.5 (blue line), respectively.

Fig. 4. Calculated dependences of the key rate k on the transmission
loss for different squeezing factors r and the extra noise factor r 0. The
red, green, and blue traces correspond to squeezing factors r of 0.46,
0.92, and 1.38 when r 0 equals r, respectively.
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different transmission efficiencies η are investigated, η � 0.9
and η � 0.8. The experimentally measured squeezing and anti-
squeezing degrees of the squeezed states equal 4.2 dB below the
SNL and 9.2 dB above the SNL. The CM V B of the output
modes are obtained from local measurements. All the variances
of the amplitude and phase quadratures and the cross correla-
tion are measured. Figure 5 shows that some of the measured
variances of the amplitude and phase quadratures and the cross

correlation variances of the Bobs’ received modes b̂ 0j when
1 − η � 0.1 and 1 − η � 0.2 at the analysis frequency of
3MHz, respectively. The measured variances of Δ2x̂B1

, Δ2x̂B2
,

Δ2p̂B1
, Δ2p̂B2

, Δ2�x̂B1
� x̂B2

�, and Δ2�p̂B1
� p̂B2

� are 6.50�
0.12 dB, 6.40� 0.11 dB, 2.57� 0.12 dB, 2.55� 0.10 dB,
5.14� 0.11 dB, and 5.14� 0.12 dB above the SNL when
1 − η � 0.1, respectively. The measured variances of Δ2x̂B1

,
Δ2x̂B2

, Δ2p̂B1
, Δ2p̂B2

, Δ2�x̂B1
� x̂B2

�, and Δ2�p̂B1
� p̂B2

� are
6.25� 0.10 dB, 6.20� 0.10 dB, 2.45� 0.11 dB, 2.42�
0.10 dB, 4.66� 0.10 dB, and 4.75� 0.10 dB above the
SNLwhen 1 − η � 0.2, respectively. The resolution bandwidth
(RBW) and the video bandwidth (VBW) of the SA are set at
30 kHz and 30 Hz, respectively. From the measured results
shown in Fig. 5, we can calculate the CM V B1B2

. According
to all the measurements, we can calculate the key rates
as 0.55� 0.11, 0.15� 0.03 when 1 − η � 0.9, 1 − η � 0.8,
respectively. The simulation results of our security analysis
and the experiment result are plotted in Fig. 6.

4. CONCLUSION

In summary, we have experimentally demonstrated a CV QC
system based on a GHZ entangled state. The aim is to establish
a secure, high-speed QC network for multiple users within a
community. Encouragingly, the performance of the current
QC system can be improved further by improving the degree
of entanglement of the GHZ source [44]. The security against
the collective Gaussian attacks is analyzed; this protocol
presents excellent robustness to the terrible condition of the
lossy channel. In practical applications, developing long-dis-
tance QC protocols resistant to losses and noise is of great im-
portance. Owing to the better efficiency of homodyne
detection over single-photon counting, a higher secret key rate
is obtained in the short distance with the CV system. However,
the classical postprocessing of the data is a task far more com-
plicated than its discrete counterpart [64]. Hybrid quantum
information processing takes advantages of both discrete

Fig. 5. Measured variances of the amplitude and phase quadratures
and the cross correlation variances of the Bobs’ received modes b̂ 0j
when (a)–(f ) 1 − η � 0.1 and (g)–(l) 1 − η � 0.2, respectively. (a),
(g) Δ2x̂B1

; (b), (h) Δ2x̂B2
; (c), (i) Δ2p̂B1

; (d), (j) Δ2p̂B2
; (e),

(k) Δ2�x̂B1
� x̂B2

�; (f ), (l) Δ2�p̂B1
� p̂B2

�. The black and red lines cor-
respond to the SNL and corresponding noise power, respectively. The
analysis frequency is 3 MHz and the measurement parameters of the
SA: RBW 30 kHz; VBW 30 Hz.

Fig. 6. Calculated key rate k and experiment result versus transmis-
sion loss. Two different transmission losses of the lossy channels are
investigated, 1 − η � 0.1 and 1 − η � 0.2. Using the experimentally
determined parameters r � 0.46 and r 0 � 0.58, the red trace curves
the theoretical result of the QC key rate versus transmission loss, while
the data points are numerically calculated key rate k from experimen-
tally obtained CM V B .
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variable (DV) and CV systems to implement quantum infor-
mation processing [65]. A hybrid QC network can be proposed
in which the CV system is used to establish metropolitan com-
munication networks and the DV system is used to connect
metropolitan networks. The hybrid QC network takes advan-
tage of high secret key rates for CV systems and long distance
for DV systems. Of course, the hybrid QC network makes it
possible to distill secret keys over much longer distances. When
a GHZ state with more submodes is available, the presented
QC scheme can be directly extended to larger systems with
many more users. Further research should be carried out to es-
tablish a more complex QC network based on the large-scale
CV GHZ state [44,54,66].

APPENDIX A: KEY RATE OF QC

To study the QC network of multipartite entanglement under
transmission losses, the lossy channel for all submodes is simu-
lated using BS3. The output mode is given by b̂ 0j �ffiffiffi
η

p
b̂j −

ffiffiffiffiffiffiffiffiffiffi
1 − η

p
ν̂j, where η and ν̂j represent the transmission

efficiency of the quantum channel and the thermal noise in
the quantum channel, respectively, as shown in Fig. 2.

In the QC, we consider the case where any Bobj wants to
share his secret message with other Bobs. To achieve this, Bob1
needs to share secret keys with Bob2,3,4, respectively. The cor-
responding secret key rate of our QC is given by

K Rate � I�Bi:Bj� −H �E :Bj�: (A1)

The information obtained by the legitimate user
Bj �j � 1, 2, 3, 4� is quantified by the mutual information
I�Bi:Bj�, between two users Bi and Bj. The mutual informa-
tion is defined by I�Bi :Bj� � H �Bi� −H �BijBj�, where H �Bi�
and H �BijBj� are the Shannon entropy of measurement of var-
iables Bi and the conditional entropy of Bi conditioned on the
knowledge of Bj, respectively [67,68]. I�Bi:Bj� represents the
Shannon mutual information between the measurement results
of the ith and jth Bobs, given by

I�Bi:Bj� �
1

2
log2

Λp

V p
Bi jBj

, (A2)

where Λp is the variance of the p̂-quadrature measured by the
ith Bob, and V p

Bi jBj
denotes the conditional variance of the ith

Bob Bi after the jth Bob Bj homodyne detections on the
p̂-quadrature. The conditional CM of the users Bi and Bj after
homodyne detection is given by V Bi jBj

� Λ − Γ�ΠΛΠ�−1ΓT,

where Π �
�
0 0
0 1

�
.

The collective Gaussian attacks are shown to be the optimal
attack strategy against our protocol. Eve prepares four Gaussian
thermal states as ancillary states, and injects them into the lossy
channels through BS3, respectively. The transmitted entangle-
ment modes coming out of the BS3 and the partial ancillary
states are send to legitimate users. The remaining states are
all stored in Eve’s quantum memory.

Use the ith Bob’s mode as a reference, the eavesdropper Eve
can implement an optimal measurement in the quantum
memory to obtain maximal information. The information that
Eve can obtain is quantified by the Holevo bound H �E :Bi�.

The Holevo bound between Bob’s data and Eve’s states is given
by H �E :Bi� � S�ρE� − S�ρE jBi

�, where S�ρ� denotes the von
Neumann entropy of the quantum state ρ, ρE denotes the
Eve’s quantum state, and conditional state ρE jBi

represents
Eve’s quantum state after the ith Bob’s homodyne detection
results. As the CV GHZ state is Gaussian, the state Eve can
eavesdrop is also Gaussian. The von Neumann entropy S�ρ�
of a Gaussian state ρ can be written as

S�ρ� �
XN
k�1

g�νk�, (A3)

where

g�x� :�
�
x � 1

2

�
log

�
x � 1

2

�
−

�
x − 1
2

�
log

�
x − 1
2

�
:

(A4)

Here, νk represents the symplectic eigenvalues of the CM,
which is the eigenvalues of the Williamson normal form
jIΩV j [69,70], where I is the imaginary unit andΩ is the sym-

plectic form Ω � ⊕
N

i�1

�
0 1
−1 0

�
. Gaussian attacks turn out to

be optimal for these protocols, which minimize the bounds on
the key rate [62]. The collective Gaussian attacks [56,62,71]
provide a powerful tool to estimate the Holevo bound using
the CM formalism. The conditional CM V E jBi

denotes the
conditional variance of Eve’s modes after the ith Bob performs
homodyne detection on his mode. To compute the CM V E jBi

,
we need to construct the CM V EBi

in the following matrix:

V EBi
�
�

V E V eBi

V T
eBi

V Bi

�
: (A5)

The quadrature vectors x̂ and p̂ of ρE are denoted as
ÔE � �x̂e1 , p̂e1 , x̂e2 , p̂e2 , x̂e3 , p̂e3 , x̂e4 , p̂e4�T , where x̂�p̂�ei de-
scribes the eavesdropper Eve’s modes of stolen information
from the ith Bob, V Bi

describes the mode of the ith Bob,
and V eBi

describes the relations between the above two blocks.
After the homodyne detection on the x̂ (p̂)-quadrature of the
ith Bob’s mode, the conditional CM V E jBi

is given by

V E jBi
� V E − V eBi

�ΠV Bi
Π�−1V T

eBi
: (A6)

We derive the four degenerate symplectic eigenvalues of V E ,
which are given by ν1. The von Neumann entropy S�ρE � is
generated from the four symplectic eigenvalues ν1 by the fol-
lowing equation:

S�ρE � � 4g�ν1�: (A7)

Similarly, we compute the symplectic spectrum of the condi-
tional CM V E jBi

, which contains three identical symplectic ei-
genvalues given by ν1, and one given by ν2. The conditional
von Neumann entropy S�ρE jBi

� is given by

S�ρE jBi
� � 3g�ν1� � g�ν2�: (A8)

Then, the Holevo bound H �E :Bi� can be written as the
following equation:

H �E :Bi� � g�ν1� − g�ν2�: (A9)

With the results in Eq. (A2) and Eq. (A9), the correspond-
ing secret key rate of our QC can be calculated.
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